OPEN SOURCE SOFTWARE

Open Source Software (OSS) is software for which the human-readable source code is available for use, study, re-use, modification, enhancement, and re-distribution by the users of that software.  While often characterized as free, it is useful to realize that free in this case most accurately references the four freedoms of OSS:

1. the freedom to use the software for any purpose without restriction;

2. the freedom to study the source code and understand its nature, restrictions, opportunities, and security; 

3. the freedom to enhance, supplement and modify the software without restriction to make it best suit the intended purpose; and, 

4. the freedom to share that resulting work with whomever its appropriate to do so. 

OSS should be leveraged by the U.S. federal government to realize open government and save tax payers money, especially at a time when controlling wasteful spending could not be more important.  In this regard, there are six reasons for the government to move to OSS: 

1. Improved Security and Privacy over proprietary software;

2. Increased procurement speed so agency's can get their programs deployed faster, particularly for rapid prototyping, experimentation, and where the ability to “test drive” the software is important;

3. No lock into one vendor, support can be provided by anyone since the code is in the public domain;

4. Reduced cost of license and support, on average, open source products provide same functionality at a 80-90% lower cost to the taxpayers;

5. Improved quality, normally, supported open source products go through three times more quality reviews than proprietary software as part of community review, indemnification review, and then productizing; and,

6. The Government can become part of the open source community and directly inject their specific requirements into the product.

The U.S. military and intelligence agencies for years have leveraged OSS, recognizing its security advantages.  In 2008, HHS successfully leveraged OSS for the National Health Information Network (NHIN) , quickly and inexpensively developing a pilot solution that enables multiple federal agencies to securely link their existing systems to NHIN, allowing for the beginnings of a true electronic healthcare record. The pilot was developed with no need for long procurement cycles or massive costs since the entire software backbone is 100% open source.  (The pilot was an excellent example of the “adoption-led approach”.  In this approach, developers select from available OSS and try the software that fits best in their proposed application. They develop prototypes, switch packages as they find benefits and problems and finally create a deployable solution to their business problem. At that final point, they seek out vendors to provide support, services and more.)

From a policy standpoint the U.S. government is trailing other national governments.  The Dutch, the Danes, the Brazilians, the Malaysians, and others have adopted strong national policies on both OSS and open standards.   The UK is the most recent convert, having just published “Open Source, Open Standards and Re-Use: Government Action Plan”  

(see http://www.cio.gov.uk/transformational_government/open_source/index.asp).

This UK Action Plan features assertions and actions that the US Federal Government should emulate.  The Plan asserts that the government will:

· actively and fairly consider open source solutions alongside proprietary ones;

· consider exit and transition costs as well as the total lifetime cost of ownership;

· pick open source where it doesn't cost more;

· insist proprietary vendors explain exit, rebid and rebuild costs;

· expect proprietary licenses to be transferable throughout government; and,

· expect public sector solutions to be re-usable

With key action items in support, that include:

· develop clear and open guidance for ensuring that open source products are evaluated and considered equally (action 1);

· keep and share records of approval and use of open source (action 3)

· challenge suppliers to demonstrate that they have capability in open source and that open source products have been actively considered in whole or as part of the business solutions being proposed (action 5);

· work to ensure that government information is available in open formats, and it will make this a required standard for government websites (action 8); and,

· general purpose software developed by or for government will be released on an open source basis (action 9).

The U.S. government should at minimum:

· mandate the identification and removal of barriers to the use of OSS; 

· mandate that all agencies develop an implementation strategy by January 2010 for tendering and purchase and use of open source software.   The White House CIO should oversee these strategies, and should develop a complementary implementation plan for communal and interdepartmental programs.  Such strategies should consider, 

· listing open standards and OSS as priority criteria in determining best value and performance, and require their evaluation for all software procurements;

· requiring CIOs have a strong differentiated reason to spend the extra money and risk the legacy lock-in of a proprietary product selection;

· including the cost of having to exit a proprietary product and move to another in evaluating cost of ownership; 

· on upgrade or refresh of legacy systems with proprietary software, requiring the vendor to provide means for exiting the product at the end of the contract; and,

· greater utilization of an adoption-led procurement cycle for software. 

